**Financial Education Animated Video Series**

**“Online Shopping Safety”**

**Worksheet**

Watch the video clip “Online Shopping Safety” and answer the following questions.

**A.　 Matching**

**Match the items “potential risk of online shopping” in the left column with the corresponding explanations in the right column. Fill in the appropriate letter in the blanks.**

|  |  |  |
| --- | --- | --- |
| **Potential risk of online shopping** |  | **Explanations** |
| 1. Money loss | **( )** | 1. Sellers may use shipping or other reasons to ask buyers for personal information. Those information may be used by criminals |
| 1. Personal privacy leakage | **( )** | 1. There are fake replica websites containing Trojan horse virus or phishing websites all over the Internet. |
| 1. Computer virus | **( )** | 1. If buyers do not tear off the delivery note with their phone numbers on it after receiving the delivery, they may receive phone calls from unknown persons |
| 1. Nuisance | **( )** | 1. Sellers may request buyers to transfer money privately, or to confirm receipt of goods on the platform before goods are delivered. Buyers may not be able to get their money back. |

**B.　 True or False**

**Determine whether the following statements about “points to note in online shopping” are correct or not. Fill in “T” for true and “F” for false.**

|  |  |  |
| --- | --- | --- |
|  | When shopping online, we have to choose shopping websites that are not legally registered. |  |
|  | When shopping online, do not be greedy for small advantages. |  |
|  | When shopping online, review product prices, country of origin, craftsmanship, and other information carefully. |  |
|  | After receiving the goods, delete the records of conversation, orders and mobile phone text messages with the seller immediately. |  |
|  | Check the goods before confirming receipt. |  |